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Säıd Business School, Oxford University, daniel.snow@sbs.ox.ac.uk

Forthcoming in Manufacturing & Service Operations Management

* The authors are listed alphabetically and contributed equally to the paper.

1



Chan, Chen, Pierce, Snow: Peer Inuence in Worker Misconduct
2

Problem Description: Misconduct, such as theft, is a major problem in operational settings, and staffing

decisions can either amplify or mitigate this problem as workers influence their peers’ behavior. Peers are

known to influence coworker productivity, and likely also affect counterproductive behaviors.

Academic/Practical Relevance: Many studies have shown how such mechanisms as helping, knowl-

edge transfer, teaching, and social pressure generate productivity peer effects in service and other settings.

Yet few papers empirically examine these effects in counterproductive behaviors. We argue that while the

same mechanisms driving productivity spillovers also generate peer effects in misconduct, an additional

effect—strategic peer response—reflects how coworkers, under managerial monitoring, adjust misconduct in

response to peers’ daily behavior. An additional contribution of this paper is to identify the effect of peers

on operational performance in a firm setting.

Methodology: We use transaction and theft data from 83,153 servers at 1,049 restaurants across 46 states in

the US. We employ instrumental variables (IV) models to account for both reflection problems and correlated

error terms in same-day peer theft. We use Monte Carlo simulations to present how biases identified by a

combination of ordinary least squares (OLS) and IV models suggest that managerial oversight might generate

negative correlation in the same-day error terms of peers that reflects strategic peer responses.

Results: Our results show that although servers are more likely to steal when working with high-theft

peers, they steal less as peers steal more on a given day. We also show that this negative correlation in

daily peer theft is higher under an IT system that increases managerial oversight by reporting likely theft

to managers. Importantly, we demonstrate how reflection effects can significantly amplify even small peer

effect coefficients to have large organizational implications. Our parameter estimates indicate that doubling

a single worker’s average theft amount will increase total theft in an average restaurant by 76%. Doubling

all workers’ theft amounts increases totals by 550%. Finally, we show that the positive peer effect from

high-theft coworkers only exists for new workers in their first three to five months on the job, consistent

with imprinting mechanisms that include knowledge transfer and norms.

Managerial Implications: The results show that the costs of employing unethical workers is higher than

the direct cost of those workers’ misconduct because their behavior spills over into coworkers’ actions and

amplifies through reflection effects. Yet our results also suggest that this contagion can be mitigated by

managerial oversight. So long as there is sufficient monitoring of misconduct, workers will strategically limit

such behavior in response to peers.

Key words : Peer Effects, Productivity, Misconduct, Service Operations, Theft, Shrinkage

1. Introduction

Performance spillovers from one worker to another are fundamental to operational performance

in service, sales, and production environments. Existing work almost uniformly shows that top

employees positively influence peer productivity in settings that include supermarkets (Mas and
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Moretti 2009), health care (Song et al. 2017), and science (Azoulay et al. 2010, Oettl 2012).1 These

positive peer e�ects are driven by multiple mechanisms that include direct assistance, production

complementarities, knowledge transfer, and social processes such as peer pressure and behavioral

norms.2

Although each of these mechanisms is cited in studies involving a productive behavior and

outcome, it seems likely that these same peer e�ect mechanisms would also apply to costly behaviors

such as theft, fraud, sabotage and shirking. Indeed, evidence from non-�rm settings suggests that

the mechanisms behind positive productivity peer e�ects also generate positive peer e�ects in

misconduct.3 Athletes appear to cheat more when connected with unpunished cheaters (Palmer and

Yenkey 2015, Gould and Kaplan 2011). Similarly, crime, tax evasion, and underage drinking are

ampli�ed by the behavior of peers (Bayer et al. 2009, Kremer and Levy 2008, Luttmer and Singhal

2014, Alm et al. 2017). The limited evidence from �rms is consistent with these results.4 Ichino and

Maggi (2000) show positive peer e�ects in shirking among automotive workers in one �rm, while

Dimmock et al. (2018) �nd similar results in �nancial-service career networks. What these few

studies do not address, however, is a key mechanism that is likely to moderate productivity and

misconduct peer e�ects|managerial oversight. Although it seems quite intuitive that working with

a generally high-theft peer might normalize and enable misconduct on average, it is important to

recognize that this interaction occurs within a larger organizational context. Indeed, a worker's bad

behavior on a given daymight produce the opposite e�ect. If higher daily levels of misconduct in

the organization increase the likelihood of managerial detection, then high peer misconduct might

incentivize lower misconduct in the focal worker in a given time frame. This presents two theoretical

predictions about how peers may be expected to a�ect coworker misconduct in operational settings.

On one hand, being sta�ed on a given day with a peer who steals moreon averagemight justify,

normalize, and enable higher individual misconduct|a positive \peer e�ect", as in Mas and Moretti

(2009). On the other hand, a peer's higher misconduct levelson a given daymight incentivize a

1 Tan and Netessine (2019), as an exception, argue that peer e�ects can have an inverse U-shape and thus be negative
in some ranges of peer ability. Also see related work on peer e�ects among managers and entrepreneurs (Hasan and
Koning 2017, Chatterji et al. 2019).
2 Exceptions include cases where employees are incentivized to compete with or sabotage their peers (Siemsen et al.
2007, Chan et al. 2014a,b, Bandiera et al. 2005).
3 In the interest of clarity, we use the terms \positive peer e�ects" and \positive spillovers" in this paper to refer to
positive correlation between coworkers' behaviors regardless of the valence or normative propriety or impropriety of
that behavior. This may be thought of as amplifying of behavior across coworkers. Following this logic, \negative
peer e�ects" and \negative spillovers" describes negative correlation between coworkers' behaviors, or a dampening
pattern. We refer to \productive peer e�ects" and \peer e�ects in misconduct" to describe the valence of the behavior
under examination.
4 Mohliver (2019) shows misconduct peer e�ects at the �rm level that imply employee-level e�ects. Related laboratory
experiments show how peer behavior and outcomes can inuence peer cheating and other misconduct (Pascual-Ezama
et al. 2015, Gino et al. 2009, Gino and Pierce 2009). Also see Bandura (1965), Cialdini and Trost (1998), and Moore
and Gino (2013) for discussions of normative bad behavior.
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worker to reduce cheating to avoid managerial detection and resulting punishment, what we term

\strategic peer response."

In this paper, we attempt to disentangle the positive peer e�ects and negative strategic peer re-

sponses in misconduct. We do so in an important operational setting|US casual dining restaurants

(Pierce et al. 2015, Tan and Netessine 2014, 2019, Tan and Staats 2016). These restaurants are

characterized by table service and moderate prices and account for $269 billion of the $766 billion

US restaurant market.5 Theft is a common problem in restaurants, and although there are not

precise �gures available on the magnitude of losses from theft, the National Restaurant Association

estimates that employee theft represents 4 percent of restaurant food costs (Sweeney and Stein-

hauser 2010). While theft and illicit behavior are, by their very natures, di�cult to measure, our

unique setting allows us to directly observe daily worker sta�ng, sales productivity, and revenue

theft estimates for 83,153 servers at 1,049 restaurants from 34 chains over seven years.6 Variation

in daily server sta�ng, and thus peer assignment, allows us to examine whether working with

high-theft peers (compared with low-theft peers) on a given day indeed increases a focal worker's

theft in the same way that the (positive) productivity literature suggests it would.

We implement a speci�c identi�cation strategy that derives peer-e�ect estimates from both

ordinary least squares (OLS) and instrumental variables (IV) methods. This strategy serves two

purposes. First, the IV method, which uses the average daily theft of the peer on days in which

the two workers are not co-sta�ed as an IV for daily peer theft, addresses Manski (1993)'s two

classic peer-e�ect estimate biases: (a)the reection problem and (b) correlation in the residual

terms across peers in the regression analysis. Second, as we show, using simulations, the di�erence

between OLS and IV models can shed light on the strategic interaction between workers on a given

day. These simulations show that for positive peer-e�ect models, OLS can only produce smaller

parameter estimates than IV models if the residual terms are strongly negatively correlated. This

would imply that workers endogenously reduce their theft on days in which peers choose to steal

over their normal level. Our combined results therefore both address two key statistical biases and

also use the magnitude of the estimated bias to identify negative strategic peer response.

Our unbiased IV estimates show that working with generally high-theft peers increases a server's

theft likelihood and magnitude, which is consistent with the extensive productivity peer-e�ects

literature and the few papers on worker misconduct spillovers. The magnitudes of our coe�cients

imply peer e�ects of 4 percent in theft count and 2.7 percent in theft value from the average theft

5 Maze, J. 2017. "Restaurant sales to hit $799B in 2017" Feb 28, 2017. https://www.nrn.com/sales-trends/nra-
restaurant-sales-hit-799b-2017
6 Our data unfortunately do not allow us to measure inventory losses, which are also important components of
employee theft.
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levels of peers. Although these marginal e�ects appear small in magnitude, the implication for �rms

is signi�cant because of the reection e�ect of the endogenous peer e�ect coe�cient. An increase

in one individual's theft level will have a multiplicative e�ect over group theft levels through the

endogenous coe�cient across multiple peers. We show through simulation that reection e�ects in

an average restaurant substantially increase the impact of a high-theft worker. Doubling a single

worker's average theft amount implies a 76 percent increase in an average restaurants total theft,

while doubling all workers' theft produces an increase of 550 percent. We do not observe the the

nonlinearity that Tan and Netessine (2019) �nd. Our signi�cantly smaller OLS estimates indicate

a negative correlation in the daily residual terms of peers in the regression models, however, which

implies that workers reduce theft in response to higher than normal peer theft on that given day.

Although we cannot identify if these correlations are due to collusion or to independent adaptation

to observations of peer behavior, they are consistent with workers responding to the increased

threat of detection of higher daily restaurant losses.

We support this monitoring mechanism argument by comparing model estimates in a subset of

restaurants before and after they adopted an IT-based theft-monitoring system. The system, which

noti�es managers of suspiciously high clusters of possible theft-related transactions, raises the risk

that management will investigate high-theft days. We �nd that the biased OLS estimates become

smaller and the negative correlation in the residual terms becomes larger in magnitude following

monitoring adoption. This suggests that under a stronger monitoring regime, workers are more

likely to reduce theft in response to higher peer theft on a given day.

Finally, we provide evidence for the information and social norms mechanisms by examining

new employees, showing that positive theft peer e�ects on new employees are strongest in the

�rst months of employment and disappear after the �fth month. Although these results cannot

precisely separate each mechanism, they are consistent with an imprinting mechanism in which

new employees are most vulnerable to the positive and negative inuences in their environment

(Marquis and Tilcsik 2013).

Our paper contributes to four main streams of literature. First, it adds to the growing literature

on people-centric operations. Relatively few papers have examined peer e�ects (Chan et al. 2014a,

Tan and Netessine 2019) or other coworker interactions (Pierce et al. 2019, Moon et al. 2018) in

operational settings, with related work studying learning from peers (Song et al. 2017, KC et al.

2013, Chan et al. 2014b, Siemsen et al. 2008, Yin et al. 2018, Valentine et al. 2018, Tucker et al.

2007) and the value of sta�ng heterogeneity (Aksin et al. 2015, Kesavan et al. 2014, Huckman and

Staats 2011) and team experience (Huckman et al. 2009). Ours is the �rst to study peer e�ects

in theft. This research also contributes to work on operational losses, which include not only theft
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(Pierce et al. 2015) but also broader categories of shrinkage (DeHoratius and Raman 2008, 2007)

and other operational risks (Xu et al. 2017).

Second, this paper contributes to a growing literature on behavioral misconduct and unethical

behavior in �eld settings. As Pierce and Snyder (2015) note, only a few papers objectively measure

individual employee misconduct in operational settings (e.g., Nagin et al. 2002, Pierce and Snyder

2008, Pierce et al. 2015, Bennett et al. 2013, Balafoutas et al. 2013, Derer-Rozin et al. 2016, Olken

2007). Our paper takes a behavioral e�ect commonly studied in the lab (Gino et al. 2009) and

demonstrates its generalizability to an operational setting. In this way, our paper parallels recent

�eld work on peer e�ects in other behaviors such as tax compliance (Alm et al. 2017) and fraud

(Edelman and Larkin 2014)

Third, we add to a growing debate on the role and e�cacy of monitoring in operational settings.

Although substantial evidence shows how monitoring and other managerial oversight can improve

compliance (Staats et al. 2016, Baker and Hubbard 2004) and reduce misconduct (Nagin et al.

2002, Pierce et al. 2015), other work explains that such monitoring can have negative e�ects on

motivation and performance (Bernstein 2012, 2017, Anteby and Chan 2018, Ranganathan and

Benson 2019). Our work suggests that the e�ects of managerial monitoring can extend beyond the

monitored worker to coworkers. Monitoring that reduces theft in the average worker will have an

ampli�ed e�ect as that reduction spills over to coworker behavior through peer e�ects.

Finally, we add to a large empirical literature on peer e�ects in �rms (Herbst and Mas 2015)

with two contributions. Our paper identi�es misconduct peer e�ects in an operational setting,

which is important because, as our results show, direct managerial oversight provides an additional

peer-based mechanism that counters the positive peer e�ects in both this paper and prior work.

Additionally, this study makes a methodological contribution, demonstrating that the use of both

biased OLS and unbiased IV methods can do more than correct for reection problems; it can also

inform on collusion and other strategic interactions between peers on a given day.

2. Empirical Setting

The industry context for this study is a labor-intensive service operation|{the US casual dining

restaurant segment. Some examples of restaurants in this segment (not necessarily in our sample)

include Applebee's, Buca di Beppo, Johnny Rockets, and Red Robin. Customers of restaurants

in this segment receive table service from waitsta�, who typically take orders, deliver food, and

process payment.

Sta�ng in our setting almost always involves more than one server in a given shift. Ninety-four

percent of shifts in our sample involve two or more workers. In informal interviews conducted for

6 See related work on social networks and misconduct (Yenkey 2015, 2018, Aven 2015, Cohen et al. 2010).
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this research with front-line service employees at casual dining restaurants, waitsta� reported a

high degree of interaction with other servers and service sta�. Each server with whom we spoke

expressed, in one way or another, the inevitability of interacting socially, �nancially, and even

sometimes romantically with other sta� members. These interactions often occur at choke points,

such as cash register terminals and order windows, and also occur in kitchen areas, in employee

meetings, and after closing.

Theft by servers and others in this segment is a signi�cant problem, although its precise magni-

tude is unknown. A signi�cant portion of theft likely comes from unapproved \comped" meals given

for free to customers and through employee consumption of food and beverages. A small number

of studies have examined restaurant employee theft. Victor et al. (1993) use survey-based data on

peer reporting of theft in fast-food restaurants although unable to observe it directly. Detert et al.

(2007) �nd employee food theft to be associated with store-level characteristics, such as number of

managers and abusiveness of managerial supervision. Pierce et al. (2015) utilize a subsample of the

data in the present paper with the �rst large-scale study of direct observations of individual theft.

In that (and this) paper, the identi�cation of employee theft is based on servers not reporting an

item's sale or removing an item from the restaurant's IT system after customers have paid.

Although there are many ways in which restaurant employees may steal, we focus on three types

that are observable in the operating data generated by restaurants' point-of-sale (POS) systems.

Restaurants in our sample are managed using a common POS system that tracks each employee's

orders, sales, and job category. When a customer places an order, or a \ticket," with a server,

that server enters the information into a touch-screen terminal. Order information is stored in the

system's database and is passed to a display in the kitchen. After the customer pays and leaves,

the server closes out the ticket.

The three POS-based \scams" in our data are common in the industry, even appearing in how-to

tell-all books about theft (Francis and DeGlinkta 2004), and are observed using theft detection

algorithms provided by the POS system provider. The �rst type is called the \wagon-wheel scam"

in which, following customer payment, the server transfers an item from that bill in the POS

system to the bill of another customer who ordered the same item. That bill is reprinted after the

customer leaves and the server keeps the di�erence by taking cash from the terminal. The wagon

wheel can be applied to cash and credit card transactions, with the latter achieved by increasing

the tip amount by the transferred amount to maintain the total credit card bill. The second theft

technique involves \comping," or refunding a customer's meal in the system after they have already

paid but before the ticket has been closed. The third involves voiding a transaction as erroneous

after the customer has already paid. When cash is paid, the server keeps all or part of the payment

rather than depositing it in the terminal. For credit card transactions, the server takes cash from
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the terminal as a fraudulent tip. The level of exibility in the POS system that allows for these

types of theft is common in the industry and is meant to allow servers and managers to adjust

for entry errors and changes in customer orders. The detection of this type of theft under normal

circumstances falls to the manager, acting as the restaurant owner's agent. Considerable e�ort

would need to be applied in order to detect, investigate, and take action over this type of theft.

The data were obtained from an IT �rm that sold POS systems to 34 restaurant chains with 1,049

locations. The IT system stored information about, among other things, menu items ordered, times

of events, payment types, tip amounts, server identi�ers, and an indicator for a likely theft having

occurred in a given transaction. Theft monitoring was an add-on feature sold to the restaurant

chains, costing less than $100 per month per location. Theft was detected using a set of proprietary

algorithms, and subscribers were provided with theft alerts identifying individual employees who

were likely to have stolen as well as the speci�c dates and values of these thefts. Although detected

theft was only available to subscribers, it is visible to the researchers for all restaurant-days in

the sample. The algorithms were constructed with a strong bias against �nding a theft event

because false positives (accusations) in this context are thought to be very costly. Consequently, our

measurements of theft are likely substantially smaller than actual theft levels in the restaurants,

although we have no reason to believe this under-measurement is biased. Such a bias is unlikely

because the standardized algorithm applies equally to all restaurants and servers and because its

existence is never known by servers or managers in restaurants that don't implement the monitoring

system. Even in restaurants where it is implemented, the algorithm is unknown to servers and

restaurant managers and would thus be di�cult to game. Importantly, we are able to observe these

theft events in the data regardless of whether or not the restaurant has adopted the IT-monitoring

system by applying the provider's theft-detection algorithms. Interviews with restaurant managers

indicated that their use of and response to the monitoring system varied, although most indicated

that they intervened when theft was repeated or substantial.

The particular structure of worker assignment to customers is helpful in identifying the manage-

rial oversight mechanism because servers are quasi-randomly assigned to customers in ways that

reduce concerns that certain workers choose customers who facilitate theft. As Tan and Netessine

(2014) and Tan and Staats (2016) detail, servers in this segment are assigned an area of tables,

with customers then matched to those tables either through speci�c rules or algorithms or by hosts

at the front door. Similarly, the fact that customers do not directly su�er from server theft reduces

concerns that customer monitoring might explain any peer e�ects in theft. In the wagon-wheel

scam, where servers transfer drinks in the IT system, customers still receive the ordered drink and

pay for it. Similarly, in falsely comped or voided tickets, the customer is unaware of the action

because they still pay for and receive their food.
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